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Launch the DataHEALTH software using the icon on the desktop.
(Icon is a blue square with a white “U.")

If an icon is not present, proceed to your start menu. You'll find the
program listed as: Asigra DS-Client. Select Classic DS User.
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Once the software is open, note the amount of backups sets present.
As some users will have more than one, these will be located under
the backup sets tab on the left hand side.

From there, locate the menu at the top of the screen and select the
“Logs” menu button.

=ntion Logs Tools
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After selecting the “Logs” menu button, choose the option
“Activity Log.”

Select by

HITTTTN
From:|Aug 4, 2022
|

Once the Activity Log viewer appears, locate the bottom left hand side where dates are
located. Note how the bottom date will always be the current day, while the top one is
yesterday's date.

OPTIONAL STEP: To review only a single backup set: Select the button down by “Node/Set”
indicated with “>>," select the appropriate set and click “OK.” Continue following steps.
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Click the button with the ellipses (...) and a calendar will appear.
Select, the date range you wish to view. Then, click “OK.”

Locate the drop down menu next to “Activity.” Click to scroll down
to and select “Backup.” This will narrow the software activities to
only view the backup processes.
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Backup \\DHTECH2|Pocuments backup 0 0/ug5, 0220:22:25 AM |Aug 5, 20228:22:45 .. |16 sec
ackp - \IDHTECH2\Documents badup Aug &
sackup - \PHTECH2\Documents backup Aug
- rackup - 'WDHTECH2\Documents badkup. Aug "
- sackup - "PHTECH2\Documents backup Aug 3, 2022 7:07:01 AM
— backup —— 'WPHTECH2\Documents badkup Aug 3, 2022 7:05:27 AM.
Backup - \\DHTECHZ Documents backup 0 0Aug2, 2023 12:00:51
- Backup —— \DHTECHz Pocuments backup 0 0ug1, 2022 1:40:02PM
sackup - 'WDHTECH2\Documents badwp Aug
sackup - \PHTECH2\Documents backup Jul 29
- rackup - 'WDHTECH2\Documents badkup. il 29
sackup - "PHTECH2\Documents backup il 27 , 2022 12:00:
- backup —— 'WPHTECH2\Documents badkup l 27 , 2022 7:30:25 ..
Backup - \DHTECHZ Documents backup 0] 0)ui26, 2022 12:00:31 .. [ 26, 2022 12:00:3... 3sec
Backup — \DHTECH2\Documents backup. o 0[1ul 22, 2022 12:00:53 ... 3ul 22, 2022 12:00:5... [6sec.
= AT s e el T T £ e T
< >
Description
Backup: \\DHTEGH2\Docurents backup
Selectby
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Go to myportal.datahealth.com
Log in using your (case sensitive) User Name & Password.
Account User Name/Account User ID can be found on your DataHEALTH

invoice. (For more information see: DataHEALTH Portal Log-in Instructions)

Once, logged in, select “Check Last Backup Status”

Check Last Backup Status
View Backup Activity

Under the “Backup Sets"” tab, you can see backup sets list, billable storage,
last backup date & time, and backup status. This is a good summary and
best place to check billable storage size. But, for the best backup status,
follow the next instruction.

s Backup Sets Bac
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Go to the “Backup Sessions” tab.

pp-down menus below.

From “Type: Drop Down Menu”
select “Backup.” Then, “Apply.”
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Backup Sessions

Backup Sessions can be itered using the crop-down menus belon.

Backup Set
o = H Backup x ~

Start Time End Time Description Errors Files Status

2/0/23600PM 2/9/239.00 PM DESKTOP-FGCEJBA\Eclipse Backup\DHExample [+]  succes: ]
2/8/239.00 PM 2/8/239.00 PM DESKTOP-FGCEJBA\Eclipse Backup\DHExample [ +] ==
2/7/23900PM 27123901 PM DESKTOP-FGCEJB4\Eclipse Backup\DHExample [ +] =
2/6/23900PM 2/6/23900PM DESKTOP-FGCEJB4\Eclipse Backup\DHExample [+] e
2/3/23900PM 2/3/23900PM DESKTOP-FGCEJBA\Eclipse Backup\DHExample [+]  succes |
2/2/23900 PM 2/2/23900 PM DESKTOP-FGCEJBA\EClipse Backup\DHExample =0
2/1/23900PM 2/1/23900PM DESKTOP-FGOEJBA\Eclipse Backup\DHExample | svccees |
1/31/23 900 PM 1/31/239.01 PM DESKTOP-FGCEJBA\Eclipse Backup\DHExample [+]  susces: ]
1/30/23 900 PM 1/30/23 9:00 PM DESKTOP-FGCEJBA\Eclipse Backup\DHExample [+] =
1/27/23 901 PM 1/27/239:01 PM DESKTOP-FGCEJBA\Eclipse Backup\DHEXample [+] [ svecme |
1/26/23 900 PM 1/26/23 9:00 PM DESKTOP-FGCEJB4\Eclipse Backup\DHExample: [ +] =
1/25/23 900 PM 1/25/239:00 PM DESKTOP-FGCEJB4\Eclipse Backup\DHExample [+] e
1/24/23 900 PM 1724723 9:00 PM DESKTOP-FGCEJB4\Eclipse Backup\DHExample [ +] e
1/23/23 900 PM 1/23/239:00 PM DESKTOP-FGCEJBA\Eclipse Backup\DHExample [ svccees |
1/20/23 9.03 PM 1/20/239.03 PM DESKTOP-FGCEJBA\Eclipse Backup\DHExample [+] =
1/10/239:00 PM 1/16/239.00 PM DESKTOP-FGCEJBA\Eclipse Backup\DHExample [ soceess |
1/18/23 9:00 PM 1/18/239.00 PM DESKTOP-FGCEJBA\Eclipse Backup\DHEXample  sucoes: ]

The most current backup for all sets will then, populate the list. You should
observe the last backup time, backup status and file counts.

As mentioned in the Instructions for Checking Backup Logs in the software: “For
each backup following the initial backup, typically tend to be an average amount of
files. This will vary from client to client. So, backups should be reviewed on a
regular basis.

If the file count is consistently zero on days that the office is conducting business,
then paths may need reviewed to assure validity.

Additionally, if a file count is abnormally high, this may be an indication that data
was unintentionally added and may affect billing or also indicate that ransomware
has begun encrypting your data.”

Call DataHEALTH if you see any of those abnormalities along with no current
backup for a backup set, failed backup status or errors.




